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Significant 
Outage Event

DHS|OHA staff trigger 
DR plan (contact 

responsible parties) 

Communicate  
outage 

stakeholders

Prioritize primary 
actions

 

Identify needed 
resources 

Establish  
conference bridge 

Validate recovery 
location available 

& functioning

 
Verify availability of 
resources to recover 

application 

Retrieve required 
resources

Recover hardware 
and operating system 

Recover application 
from back-up

Configure 
application

Restore data 
from back-up

Complete 
validation data 

testing

Complete validation 
functionality testing

Notification that full 
restoration of application & 
services to pre-event levels 

Resumption of normal 
operations

Create a DR event 
command center 

Complete  interface 
testing

Develop disaster 
recovery (DR) plan/ 
verify DR resiliency

Update & review 
internal & external 

contacts

Conduct 
maintenance 

activities 


